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PRÍLOHA č. 1 
ODÔVODNENIA OBHAJCU PODANÉHO ODVOLANIA OBŽALOVANÉHO  

PROTI ROZSUDKU ŠPECIALIZOVANÉHO TRESTNÉHO SÚDU  

zo dňa 22.10.2025, sp. zn. 15T/1/2025 
 

 

Zákazky od spoločnosti Allexis na dodanie informačných systémov, ako aj následne na poskytovanie SLA 

služieb ich prevádzkovej podpory boli zákazkami, pri ktorých plnení sa museli použiť osobitné 

bezpečnostné opatrenia. 

 

 

1. Právny rámec 

 

1.1 Podľa § 1 ods. 2 písm. a) ZVO-2006 (v znení účinnom do 17.04.2016), tento zákon sa nevzťahuje 

na zákazku, pri ktorej plnení sa musia použiť osobitné bezpečnostné opatrenia alebo pri 

ktorej je nevyhnutná ochrana základných bezpečnostných záujmov Slovenskej republiky v súlade so 

Zmluvou o fungovaní Európskej únie. 

 

1.2 Podľa § 1 ods. 2 písm. a) ZVO-2015 (v znení účinnom od 18.04.2016), tento zákon sa nevzťahuje 

na zákazku, súťaž návrhov alebo koncesiu, pri ktorej plnení sa musia použiť osobitné 

bezpečnostné opatrenia alebo pri ktorej je nevyhnutná ochrana základných bezpečnostných 

záujmov Slovenskej republiky v súlade so Zmluvou o fungovaní Európskej únie, ak ochranu týchto 

bezpečnostných záujmov Slovenskej republiky nie je možné zabezpečiť menej rušivými opatreniami. 

 

 

2. Dodané informačné systémy od spoločnosti Allexis 

 

2.1 Ako vyplýva z vykonaného dokazovania, spoločnosť Allexis dodala Finančnej správe nasledovné 

informačné systémy: 

 

a) systém ALLADIN komplexný manažment daňových a colných kontrol1, ktorý slúžil 

a naďalej slúži: 

(i) na manažment miestnych zisťovaní, daňových a colných kontrol, konkrétne: 

– zberá údaje z iných systémov Finančnej správy za účelom výberu daňových 

subjektov a prípravy uskutočnenia miestnych zisťovaní, daňových a colných 

kontrol; 

– poskytuje podporu príslušníkom Finančnej správy pri uskutočňovaní miestnych 

zisťovaní, daňových a colných kontrol; 

– generuje podklady – výstupy z miestnych zisťovaní, daňových a colných kontrol; 

 
1 Podľa Výročnej správy o činnosti Finančnej správy za rok 2019, v roku 2019 bolo pomocou aplikácií IS Alladin vykonaných 7.607 

miestnych zisťovaní, čo predstavuje 90,9 % zo všetkých miestnych zisťovaní vykonaných príslušníkmi FS, ktorí pôsobia na DÚ. 

Podľa Výročnej správy o činnosti Finančnej správy za rok 2020, v roku 2020 bolo pomocou aplikácií IS Alladin vykonaných 4.359 miestnych 

zisťovaní, čo predstavuje 91,6 % zo všetkých miestnych zisťovaní vykonaných príslušníkmi FS, ktorí pôsobia na DÚ. 
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– spracúva, prenáša (do iných systémov Finančnej správy) a uchováva podklady 

súvisiace s uskutočnenými miestnymi zisťovaniami, daňovými a colnými 

kontrolami; 

(ii) na monitorovanie a kontrolu pokladníc eKasa klient2; 

 

systém ALLADIN bol zároveň základným (podkladovým) systémom pre ostatné dodané 

systémy, ktoré boli jeho nadstavbou; 

 

b) systém Virtuálna registračná pokladnica, ktorý slúži najmä na generovanie, evidenciu, 

uchovávanie a kontrolu pokladničných dokladov za retailový predaj tovarov a služieb, 

prostredníctvom webovej aplikácie a aplikácie pre systémy Android a iOS; tento systém bol 

neskôr rozšírený na eKasa systém, ktorý slúži na online prenos údajov o generovaných 

pokladničných dokladoch prostredníctvom eKasa pokladníc do centrálneho informačného 

systému Finančnej správy v reálnom čase; 

 

c) systém Kontrolné známky, ktorý slúži na generovanie, evidenciu, uchovávanie a kontrolu 

kontrolných známok pre spotrebiteľské balenia liehu a tabakových výrobkov. 

 

Dôkazy: Výročná správa o činnosti Finančnej správy za rok 2019; 

 Výročná správa o činnosti Finančnej správy za rok 2020; 

 Výročná správa o činnosti Finančnej správy za rok 2021; 

 Výročná správa o činnosti Finančnej správy za rok 2022; 

 Výročná správa o činnosti Finančnej správy za rok 2023; 

 Výročná správa o činnosti Finančnej správy za rok 2024. 

 

2.2 Ako ďalej vyplýva z vykonaného dokazovania, a ako obhajoba odôvodňuje ďalej: 

 

a) dokumentácia k dodaným informačných systémom, ako aj údaje zberané, generované, 

spracúvané a uchovávané dodanými informačnými systémami boli utajovanými 

skutočnosťami v súlade s vymedzením utajovaných skutočností v Zozname utajovaných 

skutočností v pôsobnosti Ministerstva financií SR (zv. 10, č.l. 3669), ako aj v Zozname 

utajovaných skutočností v pôsobnosti Finančnej správy (zv. 10, č.l. 3672), ktoré bolo 

pochopiteľne potrebné chrániť pred nepovolanými osobami a cudzou mocou (§ 6 ods. 1 ZOUS), 

spôsobom ustanovených v ZOUS a v podzákonných predpisoch vydaných na jeho vykonanie, 

ako aj v osobitných právnych predpisoch; 

 

b) dodané informačné systémy zberali, generovali, spracúvali a uchovávali údaje, tvoriace 

predmet daňového tajomstva podľa § 11 Daňového poriadku3; 

 

c) v záujme zabezpečenia plnenia úloh Finančnej správy pri prevádzke dodaných informačných 

systémov bolo ďalej potrebné utajovať a chrániť osobitné postupy súvisiace s prevádzkou 

dodaných informačných systémov. 

 

 

 
2 Viď napr. Výročné správy o činnosti Finančnej správy za roky 2021 – 2024. 
3 Zákon č. 563/2009 Z. z. o správe daní (daňový poriadok) a o zmene a doplnení niektorých zákonov v znení neskorších predpisov (ďalej 

len „Daňový poriadok“) 
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3. Utajované skutočnosti 

 

3.1 Dokumentácia k dodaným informačným systémom od spoločnosti Allexis, ako aj týmito 

informačnými systémami zberané, generované, spracúvané a uchovávané údaje boli podľa 

povahy a obsahu utajovanými skutočnosťami podľa príslušných položiek Zoznamu utajovaných 

skutočností v pôsobnosti Ministerstva financií SR (ďalej len „zoznam MFSR“), ako aj Zoznamu 

utajovaných skutočností v pôsobnosti Finančnej správy (ďalej len „zoznam FS“), konkrétne: 

 

a) podľa č. 10 zoznamu MFSR, a zároveň č. 17 zoznamu FS ako „údaje, analýzy, informácie a 

opatrenia pri zisťovaní porušenia finančných pravidiel a vyhodnotenie poznatkov“ – informačné 

systémy dodané spoločnosťou Allexis pre Finančnú správu zberali, generovali a uchovávali 

informácie v uvedenom rozsahu, konkrétne systém ALLADIN v súvislosti s miestnymi 

zisťovaniami, s daňovými a colnými kontrolami, ako aj s monitoringom a kontrolou pokladníc 

eKasa klient, systém Kontrolné známky v súvislosti s kontrolami spotrebných daní na lieh 

a tabakové výrobky, systém Virtuálna registračná pokladnica a jeho rozšírenie na eKasa 

systém v súvislosti s kontrolami zameranými najmä na riadnu evidenciu a uplatňovanie DPH, 

príp. aj dane z príjmov; 

 

b) podľa č. 11 zoznamu MFSR ako „dokumentácia a údaje súvisiace s vykonanými finančnými 

kontrolami, vrátane spolupráce s OČTK“ – informačné systémy dodané spoločnosťou Allexis 

pre Finančnú správu zberali, generovali a uchovávali informácie v uvedenom rozsahu, 

konkrétne systém ALLADIN v súvislosti s miestnymi zisťovaniami, s daňovými a colnými 

kontrolami, ako aj s monitoringom a kontrolou pokladníc eKasa klient, systém Kontrolné 

známky v súvislosti s kontrolami spotrebných daní na lieh a tabakové výrobky, systém 

Virtuálna registračná pokladnica a jeho rozšírenie na eKasa systém v súvislosti s kontrolami 

zameranými najmä na riadnu evidenciu a uplatňovanie DPH, príp. aj dane z príjmov; 

 

c) podľa č. 15 zoznamu MFSR ako „materiály týkajúce sa zabezpečenia prvkov kritickej 

infraštruktúry“ – Každý z informačných systémov dodaných spoločnosťou Allexis pre Finančnú 

správu bol prvkom kritickej infraštruktúry v rámci rezortu MFSR, ako služba vo verejnom 

záujme a zároveň informačný systém, ktorého narušenie alebo zničenie by malo nepriaznivé 

dôsledky na uskutočňovanie hospodárskej a sociálnej politiky štátu4; 

 

d) podľa č. 5 zoznamu FS ako „údaje a opatrenia na potláčanie daňových trestných činov, 

vyhodnotenie informácií, poznatkov, analýzy a štatistiky“ – informačné systémy dodané 

spoločnosťou Allexis boli opatreniami na zisťovanie, prešetrovanie a potláčanie tak daňových 

podvodov a daňových únikov, ako aj daňových trestných činov, nielen systém ALLADIN na 

miestne zisťovania, daňové a colné kontroly, ale taktiež systém Kontrolné známky na 

spotrebné dane na lieh a tabakové výrobky, a systém Virtuálna registračná pokladnica a jeho 

rozšírenie na eKasa systém na DPH pri predaji tovarov a služieb, ako aj dane z príjmov;  

 

dokumentácia k dodaným informačným systémov od spoločnosti Allexis predstavovala „údaje 

a opatrenia“ v zmysle uvedenej položky zoznamu FS, informačné systémy od spoločnosti 

Allexis zberali, spracúvali, generovali a uchovávali údaje zamerané na zisťovanie, 

prešetrovanie a potláčanie daňových podvodov a daňových únikov, ako aj daňovej trestnej 

 
4 § 2 písm. a) zákona č. 45/2011 Z. z. o kritickej infraštruktúre, v znení účinnom v čase uzavretia zmlúv na dodanie informačných 

systémov a poskytnutie licenčných práv medzi spoločnosťou Allexis a FRSR 
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činnosti, predstavujúce „informácie, poznatky“, ako aj podklad pre „analýzy a štatistiky“ 

v zmysle uvedenej položky zoznamu FS; 

 

e) podľa č. 7 zoznamu FS ako „záznamy z poznatkov získaných vlastnou činnosťou, poznatkový 

fond a poznatky z daňových kontrol“ – práve systém ALLADIN bol informačným systémom, 

ktorý zberal dáta, spracúval dáta a uchovával dáta z miestnych zisťovaní, daňových a colných 

kontrol; 

 

f) podľa č. 26 zoznamu FS ako „dokumentácia týkajúca sa prípravy, zabezpečenia a vykonania 

koordinácie daňových kontrol“ – všetky informačné systémy dodané spoločnosťou Allexis pre 

Finančnú správu, dokumentácia k nim bola dokumentáciou týkajúcou sa prípravy, 

zabezpečenia a v prípade systému ALLADIN aj vykonania a koordinácie miestnych zisťovaní, 

daňových a colných kontrol; 

 

systém Kontrolné známky, a systém Virtuálna registračná pokladnica a jeho rozšírenie na 

eKasa systém zberali, uchovávali a generovali dáta, ktoré boli podkladom pre daňové kontroly 

na spotrebné dane na lieh a tabakové výrobky, DPH a daň z príjmov, preto aj dokumentácia 

k týmto systémom sa týkala prípravy, zabezpečenia a vykonania koordinácie daňových 

kontrol; 

 

g) podľa č. 27 zoznamu FS ako „analytické, koncepčné a realizačné materiály v oblasti boja proti 

podvodom“ – všetky informačné systémy dodané spoločnosťou Allexis pre Finančnú správu, 

dokumentácia k nim bola analytickým, koncepčným a realizačným materiálom v oblasti boja 

proti daňovým podvodom, daňovým únikom, ako aj daňovej trestnej činnosti. 

 

3.2 Obhajoba ďalej, nad rámec zoznamu MFSR a zoznamu FS, ktoré obstarala vyšetrovateľka Barčáková 

v priebehu prípravného konania, poukazuje na Dodatok č. 3 zo dňa 27.04.2022 medzi FRSR 

a spoločnosťou Allexis k Zmluve č. 329150/2020 o prístupe podnikateľa k utajovaným 

skutočnostiam, ktorý oboznámil prokurátor v závere hlavného pojednávania (zv. 21, č.l. 7440).  

 

Ide o dodatok k zmluve, ktorej predmetom je „úprava práv a povinností pri postupovaní utajovaných 

skutočností zo štátneho orgánu na podnikateľa, ktorému bolo vydané potvrdenie o priemyselnej 

bezpečnosti a pri vytváraní utajovaných skutočností u podnikateľa podľa požiadaviek štátneho 

orgánu v rámci spolupráce štátneho orgánu a podnikateľa, a to pri plnení projektu „Komplexný 

manažment daňových a colných kontrol“, ďalej aj pri realizácii diela „Informačný systém Aplikačná 

nadstavba ERP-VrP“ a pri „Softvérovom produkte Kontrolné známky““. 

 

Utajované skutočnosti, na ktoré sa vzťahuje predmetná zmluva – postupované od FRSR na 

spoločnosť Allexis, resp. vytvárané u spoločnosti Allexis podľa požiadaviek FRSR – sú vymedzené 

v Prílohe č. 1 predmetnej zmluvy, práve v rozsahu jednotlivých položiek utajovaných skutočností 

podľa zoznamu MFSR a zoznamu FS, ako je uvedené v bode 3.1 vyššie. 

 

Dôkazy: Zmluva č. 329150/2020 o prístupe podnikateľa k utajovaným skutočnostiam medzi 

FRSR a spoločnosťou Allexis, zo dňa 15.07.2020; 

 Dodatok č. 1 zo dňa 23.03.2021 medzi FRSR a spoločnosťou Allexis k Zmluve 

č. 329150/2020 o prístupe podnikateľa k utajovaným skutočnostiam; 

 Dodatok č. 2 zo dňa 11.06.2021 medzi FRSR a spoločnosťou Allexis k Zmluve 

č. 329150/2020 o prístupe podnikateľa k utajovaným skutočnostiam. 
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3.3 S ohľadom na uvedené nie je a nemôže byť spor o tom, že v súvislosti s prevádzkou 

informačných systémov od spoločnosti Allexis boli informačnými systémami zberané, 

generované, spracúvané a uchovávané údaje predstavujúce utajované skutočnosti.  

 

Iný dôvod pre uzavretie predmetnej zmluvy medzi FRSR a spoločnosťou Allexis, ktorá bola uzavretá 

nie za prezidenta Františka Imreczeho, ale za prezidentky Lenky Wittenbergerovej, ako aj pre 

uzavretie dodatkov k predmetnej zmluve, ktoré boli uzavreté za prezidenta Jiřího Žežulku, nebol 

a nemohol byť. 

 

3.4 Podľa § 6 ods. 2 ZOUS, ochranou utajovaných skutočností je vytváranie podmienok na 

personálnu bezpečnosť, administratívnu bezpečnosť, šifrovú ochranu informácií, fyzickú 

bezpečnosť, objektovú bezpečnosť, bezpečnosť technických prostriedkov a na priemyselnú 

bezpečnosť. 

 

3.5 Podľa § 6 ods. 3 ZOUS, informácie, ktoré sú utajovanými skutočnosťami, musia byť pri prenose 

technickými prostriedkami chránené prostriedkami šifrovej ochrany informácií. 

 

3.6 Podľa § 6 ods. 4 ZOUS, personálna bezpečnosť je systém opatrení súvisiacich s výberom, určením 

a kontrolou osôb, ktoré sa môžu v určenom rozsahu oboznamovať s utajovanými skutočnosťami. 

 

3.7 Podľa § 6 ods. 5 ZOUS, administratívna bezpečnosť je systém opatrení, ktorých cieľom je ochrana 

utajovaných skutočností pri ich tvorbe, príjme, evidencii, preprave, ukladaní, rozmnožovaní, 

vyraďovaní a uchovávaní alebo pri inej manipulácii. 

 

3.8 Podľa § 6 ods. 6 ZOUS, fyzická bezpečnosť a objektová bezpečnosť je systém opatrení slúžiaci 

na ochranu utajovaných skutočností pred nepovolanými osobami a pred neoprávnenou manipuláciou 

v objektoch a chránených priestoroch. 

 

3.9 Podľa § 6 ods. 7 ZOUS, bezpečnosť technických prostriedkov je systém opatrení na zabezpečenie 

ochrany utajovaných skutočností, ktoré sa tvoria, spracúvajú, prenášajú alebo ukladajú na 

technických prostriedkoch. 

 

3.10 Podľa § 6 ods. 8 ZOUS, priemyselná bezpečnosť je súhrn opatrení právnickej osoby alebo fyzickej 

osoby, ktorá je podnikateľom podľa osobitného zákona ... na ochranu utajovaných skutočností, ktoré 

jej boli odovzdané alebo ktoré u nej vznikli. 

 

3.11 Podľa § 6 ods. 9 ZOUS, šifrovou ochranou informácií je systém na zabezpečenie ochrany 

utajovaných skutočností kryptografickými metódami a prostriedkami šifrovej ochrany informácií. 

 

3.12 Finančná správa v súvislosti s prevádzkou dodaných informačných systémov od spoločnosti Allexis 

uplatňovala a naďalej uplatňuje opatrenia na ochranu utajovaných skutočností, tvorených údajmi 

zberanými, generovanými, spracúvanými a uchovávanými prostredníctvom dodaných informačných 

systémov od spoločnosti Allexis; k tomu viď čl. 6. nižšie. 

 

 



 

 

 Strana 6 z 8 
 

4. Daňové tajomstvo 

 

4.1 Informačné systémy dodané spoločnosťou Allexis pre Finančnú správu pochopiteľne zberali, 

generovali, spracúvali a uchovávali údaje, tvoriace daňové tajomstvo podľa § 11 Daňového 

poriadku. 

 

4.2 Daňový poriadok vyžaduje ochranu daňového tajomstva; podľa § 11 ods. 2 Daňového poriadku 

daňové tajomstvo je povinný zachovávať každý, kto sa ho dozvedel. 

 

4.3 Finančná správa v súvislosti s prevádzkou dodaných informačných systémov od spoločnosti Allexis 

uplatňovala a naďalej uplatňuje opatrenia na ochranu daňového tajomstva, tvoreného údajmi 

zberanými, generovanými, spracúvanými a uchovávanými prostredníctvom dodaných informačných 

systémov od spoločnosti Allexis; k tomu viď čl. 6. nižšie. 

 

 

5. Zabezpečenie plnenia úloh Finančnej správy 

 

5.1 Napokon, pri prevádzke informačných systémov dodaných spoločnosťou Allexis bolo, v záujme 

zabezpečenia plnenia úloh Finančnej správy, potrebné: 

 

a) chrániť integritu údajov a tieto zároveň utajovať, a to údajov (a postupov) súvisiacich 

s výberom subjektov pre uskutočnenie miestnych zisťovaní, daňových a colných kontrol; 

 

b) chrániť integritu údajov a tieto zároveň utajovať – generované pokladničné doklady 

prostredníctvom systému Virtuálna registračná pokladnica a jeho rozšírenia na eKasa systém; 

 

c) utajovať osobitný postup generovania kontrolných známok pre spotrebiteľské balenia liehu 

a tabakových výrobkov, aby sa predišlo neoprávnenej tvorbe kontrolných známok; 

 

d) chrániť integritu a utajovať vygenerované a uchovávané kontrolné známky pre spotrebiteľské 

balenia liehu a tabakových výrobkov, aby sa predišlo ich zneužitiu neoprávnenou osobou. 

 

5.2 Finančná správa v súvislosti s prevádzkou dodaných informačných systémov od spoločnosti Allexis 

uplatňovala a naďalej uplatňuje opatrenia na zabezpečenie týchto úloh; k tomu viď čl. 6. nižšie. 

 

 

6. Osobitné bezpečnostné opatrenia 

 

6.1 Osobitné bezpečnostné opatrenia, ktoré Finančná správa používa pri prevádzke informačných 

systémov dodaných spoločnosťou Allexis na ochranu utajovaných skutočností pred nepovolanými 

osobami a cudzou mocou podľa ZOUS, pri ochrane daňového tajomstva podľa Daňového poriadku, 

ako aj pri zabezpečení riadneho plnenia úloh Finančnej správy súvisiacich s prevádzkou dodaných 

informačných systémov, sú podrobne popísané v Prílohe č. 1 k podaniu FRSR pre UVO, č.:  

FR-V-6/2018-BA zo dňa 12.11.2018 (zv. 20, č.l. 7085) na stranách 18 až 20 (č.l. 7102 – 7104).  
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FRSR v uvedenom dokumente jasne uviedlo: 

 

„... realizácia preskúmavaných zákaziek slúžila na ochranu základných bezpečnostných 

záujmov Slovenskej republiky a vyžadovala uplatnenie mimoriadnych bezpečnostných 

opatrení. Realizácia týchto zákaziek úzko  súvisela s verejným poriadkom a základným 

inštitucionálnym fungovaním štátu. Predmetom plnenia boli riešenia, ktoré obsahovali 

mimoriadne citlivé informácie, s vysokou mierou dôvernosti, ktoré nie je možné 

jednoducho zverejňovať a sprístupňovať verejnosti. Kontrolovaný [FRSR] má za to, že 

aj vzhľadom na judikatúru Súdneho dvora Európskej únie a európsku legislatívu, prijal vlastné 

osobitné opatrenia, pri ktorých je nevyhnutná ochrana základných bezpečnostných záujmov 

Slovenskej republiky, a teda kontrolovaný [FRSR] nebol povinný aplikovať zákon 

o verejnom obstarávaní pri uzatváraní predmetných zmlúv. 

 

Ako na to Finančné riaditeľstvo poukázalo už v Zdôvodnení výnimky z pravidiel a postupov vo 

verejnom obstarávaní, predmetom uzavretých zmlúv, ktoré sú aktuálne predmetom 

kontroly Úradu, bola realizácia potrebných opatrení zameraných na boj proti daňovým 

podvodom opatreniami v oblasti daňových a colných kontrol, kontrol elektronických 

registračných pokladníc a analýze identifikácie daňových podvodov.  

 

Cieľom daného informačného systému bol boj proti daňovým a colným podvodom 

realizovaným formou organizovaného zločinu v súlade s európskou a národnou 

dokumentáciou zameranou na posilnenie boja proti daňovým podvodom a daňovým únikom, 

ako aj ochrana finančných záujmov štátu a EÚ pomocou trestného práva a administratívneho 

vyšetrovania. Bezpečnosť a vysoká citlivosť uvedených informácií nemohla byť 

objektívne dostatočne garantovaná s použitím pravidiel a postupov vo verejnom 

obstarávaní. Predmetom zákaziek bolo komplexné riešenie manažmentu kontrol vo 

finančnej správe v oblasti kontroly colného konania, daňového konania, kontroly 

elektronických registračných pokladníc a kontroly spotrebných daní. 

 

V rámci zákaziek ide o realizáciu osobitných bezpečnostných opatrení v oblasti špeciálnej 

informačnej bezpečnosti. Ide o osobitné opatrenia a postupy v oblasti špeciálnej informačnej 

bezpečnosti pri integrovateľnosti strategických, kritických a citlivých informačných systémov 

štátu, špeciálnej informačnej bezpečnosti pri interoperabilite dátových základní a dátových 

tokov kritických a citlivých údajov a dát, špeciálnej informačnej bezpečnosti kompatibility 

integrovaných prvkov do okruhov líniových bezpečnostných opatrení štátnych inštitúcií, 

špeciálnej informačnej bezpečnosti pri stabilite strategických, citlivých a kritických 

informačných systémov štátu a ďalších. 

 

To znamená, že nad rámec toho, že dodávkou a implementáciou predmetných informačných 

systémov boli realizované základné bezpečnostné záujmy štátu v zmysle medzinárodného 

práva, ktorým je Slovenská republika viazaná, vrátane práva európskeho, šlo o realizáciu 

osobitných bezpečnostných opatrení v oblasti špeciálnej informačnej bezpečnosti, 

pričom išlo o realizáciu plnení v utajenom režime. V danom prípade bola splnená 

podmienka pre uplatnenie výnimky z postupov podľa zákona č. 25/2006 Z. z. a účel 

zmlúv by sa nebol dosiahol použitím postupov podľa piatej časti zákona č. 25/2006 

Z. z.; v prípade splnenia podmienky na aplikáciu výnimky je bezpredmetné riešenie otázky 

ďalších postupov podľa predpisov o verejnom obstarávaní.“. 
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7. Záver 

 

7.1 Vzhľadom na vyššie uvedené nie je možné pochybovať o tom, že pri plnení zákaziek na dodanie 

informačných systémov od spoločnosti Allexis pre Finančnú správu, ako aj na dodanie služieb SLA 

podpory prevádzky dodaných informačných systémov, bolo potrebné použiť osobitné bezpečnostné 

opatrenia, ktoré Finančná správa používala a používa, na ochranu utajovaných skutočností, na 

ochranu daňového tajomstva, a na zabezpečenie plnenia úloh Finančnej správy v súvislosti 

s prevádzkou dodaných informačných systémov. 

 

7.2 Preto platí, že zákazky obstarané Finančným riaditeľstvom SR od spoločnosti Allexis na dodanie 

informačných systémov, ako aj následne na dodanie SLA služieb na podporu prevádzky informačných 

systémov, t.j. boli zákazkami, pri ktorých plnení sa musia použiť osobitné bezpečnostné 

opatrenia, čo zakladalo oprávnenie pre Finančné riaditeľstvo SR uplatniť výnimku 

z verejného obstarávania podľa § 1 ods. 2 písm. a) ZVO-2006, resp. s účinnosťou od 

18.04.2016 podľa § 1 ods. 2 písm. a) ZVO-2015 pri obstaraní týchto zákaziek. 

 


